
 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Privacy Policy 

Effective from February 2022 
 
The providing entities of the services described in this document are: 
Wilsons Advisory and Stockbroking Limited ABN 68 010 529 665 
AFS Licence 238375 and Wilsons Corporate Finance Limited ABN 65 
057 547 323 AFS Licence 238383 (Wilsons) 
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Level 30, Waterfront Place, 1 Eagle Street,  
Brisbane, QLD 4000  
www.wilsonsadvisory.com.au 
1300 655 015 
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Introduction 
                                                                                                                              
As part of our commitment to customer service, Wilsons is committed to protecting your privacy. This 
communication (Privacy Policy) is designed to inform you about Wilsons’ approach to the handling of personal 
information, consistent with the Privacy Act 1988 and the Australian Privacy Principles. 
 
This Privacy Policy apples to Wilsons Advisory and Stockbroking Limited and Wilsons Corporate Finance Limited 
and its wholly owned subsidiaries (“Wilsons”, “we”, “us”, or “our”). It is aimed at assisting you to understand: 

• the types of information we collect and hold 
• the purposes for which we collect, hold, use and disclose personal information 
• how we protect and handle the personal information that we collect when providing you with a 

financial service or product or after your financial service or product is terminated 
• how you may access the personal information that we hold about you and seek the correction of 

that information 
• how you may complain if you are not satisfied with the way in which we handle your personal 

information and how we will deal with complaints 
• when and how we may disclose personal information to overseas recipients and in which 

countries they are likely to be located. 

Collection of Personal Information 
  

What information do we collect? 

Wilsons collects personal information about you which is reasonably necessary for us to administer our 
relationship with you including to: 

• provide you with financial products or services; 
• consider applications or approaches you make to us; 
• maintain your contact details; and 
• fulfill our legal obligations such as those that arise under taxation and anti-money laundering 

and counter-terrorism laws and regulations. 

Personal information about you is usually collected from you by your adviser, during face to face interviews, 
telephone discussions or email communications. We may also collect your personal information if you fill in an 
application form, apply for a financial product or use our website. If we do not collect your personal information 
then we may not be able to deal with you or to provide you with our financial services. 
 
The types of personal information we generally collect and hold relate to: 

• your name, contact details and identification information, including those issued by government 
agencies such as a driver’s licence number or tax file number 

• your financial position and investment objectives and the financial products and services we 
have provided to you 

• your employment details and occupation 
• your interactions with us. 
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Sensitive information 

We will collect information about your health when we are applying for insurance on your behalf or to administer 
or assist with a claim under a policy. 
 
We will not otherwise generally collect sensitive information about you unless you provide your consent or we are 
required to do so by law. Sensitive information includes information relating to your health, race, political or 
religious beliefs, sexual preferences, criminal convictions or your membership of professional or trade associations 
or unions. 

Collecting information from third parties 

We may collect personal information about you from publicly available sources, such as the electoral roll or the 
internet. 
 
We may also collect personal information from third parties, such as: 

• credit reporting bodies if we require information about your credit history 
• organisations with which we have arrangements to jointly offer products or to share information 

for marketing purposes 
• other financial service providers who may have introduced you to us 
• agencies that provide electronic identification verification services. 

Cookies 

We may collect information from how you use our website to help us to better tailor our services to you. For 
example, we may do this when you click on a link from our website or visit a website which displays an 
advertisement for Wilsons. Usually this information is derived from cookies which do not identify you. However, if 
you log into our secure client portal or access our website from a personalised communication from us, we may be 
able to identify you. 
 
You may configure your web browser to accept or reject cookies, or identify when cookies are being sent. 
However, if you disable the use of cookies or remove or reject specific cookies from our website you may not be 
able to gain access to all of the content on our website. 

Tax residency status 

Wilsons may be required to ask you about your tax residency status under taxation information sharing 
agreements or treaties the Australian Government has in place with other countries. The relevant treaty or law 
may require us to collect your foreign tax identification number or to provide other personal information about you 
to overseas regulators or authorities. 
 

How do we use your information? 
 
We may use and disclose your personal information in order to administer our relationship with you including to: 

• provide you with financial products, services or advice  
• implement your instructions or manage your investments 
• administer your accounts and perform other administrative tasks including reporting on your 

investments, risk management, systems development and testing, staff training, collecting debts 
and conducting market research 

• keep you up to date on the products and services that we offer 
• consider any concerns or complaints you may raise with us 
• prevent or investigate any actual or suspected unlawful activity 
• comply with any relevant laws or regulations. 



PRIVACY POLICY V3.0 

 

3 | P a g e  
 

Disclosure of your personal information 
 
We do not sell personal information to other organisations. However, from time to time, we may share your 
personal information with other entities within Wilsons. We may also provide your personal information to third 
parties such as: 

• any third-party service providers who assist us to provide, manage or administer our products or 
services such as custodians, auditors, insurers, external dispute resolution providers or mail 
houses 

• any financial or investment adviser that you nominate or who refers you to us 
• your employer if your superannuation is invested in an employer sponsored corporate 

superannuation fund 
• any fund to which your superannuation benefits are transferred or rolled over to 
• any financial institution who holds an account for you 
• underwriters, corporate advisers, or issue managers where you are applying for financial 

products in an initial public offering or secondary capital raising. 

We may also occasionally disclose your personal information where it is authorised or required by law, where it is 
necessary to discharge our regulatory obligations or to assist in law enforcement. 

Disclosing your personal information overseas 

From time to time, we may need to disclose your personal information to organisations located overseas, typically 
custodians who may hold non-Australian assets such as international equities on our behalf for you in jurisdictions 
such as the UK, US and Singapore. 
 
If we disclose your personal information overseas, we will take steps to ensure that your personal information is 
treated in accordance with Australian standards, to the extent that those standards are compatible with the 
domestic law of the relevant jurisdiction. 

Managing your personal information 
 

Wilsons protects your privacy 

We will protect your personal information from misuse and loss and will ensure that your personal information can 
only be accessed by people properly authorised to have access. 
 
We may store your personal information in hard copy documents or electronically. We maintain physical security, 
such as locks and security systems, over our premises. We also use technology to maintain the security of our 
computer network and employ firewalls and other security measures such as passwords to control access to our 
computer systems. Where we store your personal information on computer servers maintained by third parties, 
Wilsons takes every measure to ensure that those third parties use technology to keep your information secure. 
 
Wilsons takes every measure to ensure that your personal data is held securely. If a data breach has occurred and 
your personal information has been disclosed unwittingly, Wilsons will make an assessment as to whether or not 
the Office of the Australian Information Commissioner needs to be informed under the Notifiable Data Breaches 
scheme, if it is deemed that serious harm has been caused. 
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How to protect your privacy 

There are inherent risks in transmitting information through the internet. You can help us to protect your privacy by 
observing our security requirements and contacting us immediately if your contact details change. We require you 
to: 

• keep your passwords and user names confidential and secure at all times 
• take reasonable steps to ensure that the computer, mobile device or email account that you use 

to interact with us stays secure such as by using anti-virus/malware software on personal 
devices and avoiding the use of public computing facilities (internet cafés) 

• not to share your passwords or user names with any third party and to change them regularly 
• let us know immediately if you believe your security measures have been compromised 

How long do we hold your information?  
 
We are required by law to retain certain types of information for varying lengths of time. Depending on the 
particular circumstances, we may be required to retain business records which include your personal information 
from a period of 7 years to indefinitely. Where we are not required to retain your personal information by law or to 
administer our relationship with you, we will take reasonable steps to permanently destroy or de-identify your 
personal information when it is no longer required for the purpose for which it was collected. 

Accessing your information 
 
You can contact us to request access to your information. However, there may be a cost associated with accessing 
that information. Ordinarily, we will give you full access to your information and will provide you with a reason if 
your request for access is denied. Please note that in exceptional circumstances there may be some legal, 
administrative or other reason to deny access and we may not be able to inform you of the reason. 

Correcting your information 

If you believe that the personal information that we hold is inaccurate, incomplete or out-of-date, you should 
contact us. We will promptly update any personal information that we hold which is inaccurate, incomplete or out-
of-date. If we do not agree to update your information, we will provide you with our reasons. We will also tell you 
what you can do if you are not satisfied with our response. 

Complaints Procedure 
 
If you believe your privacy has been compromised or have a concern, you may contact the Privacy Officer as 
follows: 
 
Mail:  Privacy Officer  
 Wilsons  
 Level 30, Waterfront Place, 

1 Eagle Street, 
Brisbane, QLD, 4000 

Email:  compliance-global@wilsonsadvisory.com.au 

Phone: 1300 655 015 

 
  

mailto:compliance-global@wilsonsadvisory.com.au
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When you contact Wilsons, make sure you: 

• identify yourself 
• give any identification or reference number(s), if relevant 
• give a brief description of the matter and why you think Wilsons has mishandled your personal 

information (what happened, when it happened and any consequences) 
• let us know what you would like Wilsons to do to resolve the matter 

If you put your complaint in writing please also include: 

• a contact address; 
• a contact phone number; and 
• the date (if you are sending a letter) 

Wilsons will provide an acknowledgment within 24 hours of receipt (or the following business day) and will 
generally provide a response within 30 calendar days. 
 
If your concern is not satisfactorily resolved, you may be eligible to refer the complaint to the Office of Australian 
Information Commissioner (OAIC) (www.oaic.gov.au) and / or the Australian Financial Complaints Authority 
(AFCA) of which Wilsons is a member (www.afca.org.au). 
 
Mail:  Office of the Australian Information Commissioner  
   GPO Box 5218 
                Sydney NSW 2001 

Online: oaic.gov.au 

Email: enquiries@oaic.gov.au 

Phone:  1300 363 992 

 
Mail:  Australian Financial Complaints Authority 

GPO Box 3,  
Melbourne, VIC, 3001 

Online: ocf.afca.org.au 

Email:  info@afca.org.au 

Phone:  1800 931 678 

Fax 03 9613 6399 

http://www.oaic.gov.au/
http://www.afca.org.au/
mailto:enquiries@oaic.gov.au
mailto:info@afca.org.au

